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SECTION 1 
THE PURPOSE OF THE DISASTER RECOVERY PLAN 
Disasters are difficult to predict, but by anticipating their effects and putting in place a carefully prepared Recovery Plan, the damage and disruption can be minimised. 

The Plan describes the manner in which XXXXXXX will respond to disasters effecting not only the premises e.g. fire, flood and explosion, but also those resulting in injury to staff, students and visitors. 

The plan provides a framework for taking XXXX through the process of… 

· Implementing immediate action to ensure the safety of students, staff and visitors, including evaluation and treatment of casualties, liaison with emergency services, notification to families of individuals injured and the protection of assets. 
· Establishing temporary arrangements to ensure that normal school activities are recommenced as soon as possible, which actions will include: 

· Finding safe, secure teaching environments 

· Minimising the inconvenience to students, staff and parents 

· Enabling finance and administrative procedures to be resumed with minimal delay
· Undertaking the planning and management of the actions required to establish the mid to long-term return to operational normality e.g. new buildings. 

Central to the process is the Disaster Recovery Team, led by the Disaster Recovery Manager for co-ordinating and managing the School’s recovery.

SECTION 2 

KEY COLLEGE INFORMATION
Main School Site
XXXXXX
XXXXXX
XXXXXX
SA 5XXX
Telephone Number
08 XXXXXXXX
Facsimile Number
08 XXXXXXXX
E Mail


contact@XXXXX.catholic.edu.au
Principal

XXXXXX
School Summary
A Catholic XXXXXXXXXX
Student Numbers
approximately XXXX
Staff Numbers
approximately XXXX
Site Details

XXXX is a single site campus standing on a level site extending to approximately XXXX square meters

XXXXXXXXXXXXXXX Site Maps Here XXXXXXXXXXXXXXXXXXX

. 

The School site is located in XXXXXXXXX, approximately a XXXX minute walk from XXXXX
The XXXXXXX Church is located on the XXXX corner of the site. The reception/ office is adjacent to a small park area at the rear of XXXXXX.  There is one vehicle entrance onto the site from XXXXX road (emergency entry/exit).

There are four defined areas on site, playground with two sizes of play equipment, small oval, a basketball/ handball court and an undercover area including a sensory playground. The school utilises the park in XXXXXXXXX at recess, lunchtime and for curriculum purposes.  The XXXX Council maintain the park. The three buildings are of mixed ages.

The layout of the site and respective buildings are shown in Appendix 4
Key Building Facilities

The XXXXX site is broken down into the following main buildings

Admin – Principals Office, APRIM Office, Reception, Maintenance Officer, Business Manager, First Aid, Print Room, Staff Room, Female, Male and Disabled Toilets, Community room, Canteen and storeroom. 
Classroom (West) Building – Resource Area, I.T. Office, Tutor room, 4 x Classrooms (5/4)
Small Storage Computer Area, 2 x E.S.O rooms, Network room and Sport Shed.

                   (East)  Teachers Preparation Area, Girls, Boys and Staff/ Disabled toilets Uniform/ Tutor room, 5 x Classrooms Rec/2, Work/Tutor room.
Transportable– 3 x Classrooms years 3/2
Decking connecting Transportable to Eastern Classrooms
Under covered Area- At the XXXXX end of both western and eastern classrooms.
Sheds- 2 x Large Sheds housing sport equipment and furniture storage, 1 x Medium Shed housing maintenance goods. 

Anticipated requirement for staff offices in the event of an incident affecting the School 

The details below offer suggestions as to what office accommodation is likely to be required following a major incident, which affects the administrative operation of the school. 

· Principal 

· APRIM 
· Business Manager 

· School Reception 

· Maintenance ESO 
· First Aid
Note: The Disaster Recovery Team will also have to consider office requirements for general staff use subject to the nature and effect of the incident. 

Schools and other organisations within a reasonable distance, which could provide facilities on a temporary basis. 

The support and assistance that may be offered by schools within a reasonable radius of XXXX would be minimal. Most establishments are already running at a high level of capacity and space is therefore very restricted. 

However the Diocesan Centre and/or the Catholic Education Offices could be considered for possible office facilities, albeit very temporarily.
We have an understanding with XXXXX Public Primary School of that in the event of a disaster occurring to the XXXX premises, the School would be willing to help within the means available to it. Reciprocally, XXXX undertakes that in the event of a disaster of this kind occurring at the XXXXX Primary School, XXXX will offer whatever support it can. 

The Principal holds contact details for all local Schools and XXXXX Schools.
Similarly, commercial facilities in the surrounding area for office space or industrial unit space are restricted. If however, such commercial facilities were available to recover some activities at the school following a disruption it is likely there will be a significant cost.
Previous significant disruptions to the School and action taken at that time. 
None
Details of Critical information storage and I.T back up 

The Main Administration Systems use --- servers,

Server XXXX-                  – used for all XXXX Infrastructure.
Network Devices    - Router Switches

XXXX Computing - Office XXX, WIFI controller and other CESA information services.  

The student, administration and finance system is XXXXXX commercially under control of the Catholic Education Office and can be XXXXXXXX access and a browser.
The payroll system PRECEDA is also web based hosted by the Archdiocese of Adelaide and again can be accessed XXXXXX and a browser XXXXX which is XXXXXX main backup.
The email and file server is backed up and stored on the XXXXXX daily.

Specific details for IT systems and hardware are located in Appendix XXXX, the XXXXX Recovery Plan. 

Possible building or planning control consent difficulties that may arise with any building repairs or replacement. 

The School situated within the boundaries of XXXXX Council. The School has one other listed building on site, which is the XXXXXX Church. 

XXXXXXX has a good working relationship with the local authorities and the school would envisage that no difficulties arising in regards to planning consent, should substantial repairs or rebuilding be required. 

The Planning Department of the local authorities would require a programme of rebuilding as soon as it is available. Arrangements for this made through the school property Advisors.

· Catholic Education Office

· Architects 




Buildings representing the largest potential disruption 

Most of the school’s activities both in operational and academic areas are located within the Classroom and Admin/Community Buildings. Any disruption would affect all school personnel. The loss of facilities and operations within these buildings would create the largest disruption to the School. The loss of the transportable buildings would affect students in years XXXX with lesser impact, than the loss of the other buildings. 
The above is a marginal call, the least impact on school life.

Whereas the loss of the other buildings would cause large disruption. 
The loss of the information will also create significant disruption to the academic operations activities of the School. 

Extent to which there is spare capacity around the School in terms of teaching space. 

The school does not have enough spare capacity and there may be some advantage in looking at a restructuring of the school timetables following a disaster to identify if any capacity or variations made. 

It may also be possible to create classroom/office space using temporary portioning in the Community room, Church hall and/or hiring additional temporary classrooms, subject to Local Authority approval. 
SECTION 3
HOW THE DISASTER RECOVERY WILL BE MANAGED
The School has appointed a Disaster Recovery Manager and a Disaster Recovery Team, details given in Section 4. 

Disaster Recovery Manager will have full responsibility for ensuring that all the necessary actions are taken to: 

· Secure the immediate safety of individuals 

· Protect the School site, buildings and contents 

· Arrange as soon as possible, temporary facilities to enable activities / operations to continue 

· Co-ordinate mid to long term plans to re-establish operations, procedures and premises to at least the standard prior to the disaster occurring 

· Ensure the Principal is informed “no matter what‟ 
· There is an overriding principle that family will take priority over the School. 

In the event of a disaster, the Disaster Recovery Manager will be responsible for assessing the scale of the disaster and deciding whether to implement the full recovery procedures and involve the entire Disaster Recovery Team. 

If they decide not to implement the full recovery procedures, they may utilise those members of the Recovery Team whose responsibilities are most suited to the recovery. 

Those within the Disaster Recovery Team be given specific responsibilities; however, in the event that any individual is unavailable, due to illness, holiday etc, their duties will be transferred to another of the existing team or to an alternative person who will be added to the Team. This will be the decision of the Disaster Recovery Manager or in his absence the Principal.

The Disaster Recovery Team made up of the following team members. Other personnel such as contractors may be included at the discretion of the Disaster Recovery Manager. The Disaster Recovery Manager is to attend all Board meetings if this plan is activated.
· Disaster Recovery Manager




· Facilities & Finances Rep




· Student wellbeing & Communications


· Technology, Data & WH&S




· Curriculum and Timetabling




· Enrolments & Secretarial





Core roles for defined DRT members
Facilities and Finances Representative
· Negotiate and secure alternative premises

· Take care of all financial and insurance matters

· Co-ordinate site clean up activities

· Start co-ordination activities for rebuild of buildings

Resources on call: Business Manager, Purchasing/ Maintenance ESO, Auditors & CESA Finance team
Student wellbeing & Communications

· Co-ordinating counselling for those in need

· Prepare for proof reading all communications to families, staff and students

· Student administration matters

Resources: Principal, APRIM, Teacher Leadership, P.A ESO admin. CESA
Technology, Data  
· Implement IT disaster recovery plan
Resources: All IT staff, CEO IT department, SMPS preferred Contractors

WH&S
· Ensure all WH&S protocols are followed

WHS Coordinator and CSH&WSA consultant.

Curriculum and Timetabling


· All staff and students know where to go to temporary classrooms

· Adjust curriculum if necessary new to facilities not being available

Resources: APRIM, Leadership Teachers with POR, CESA
Enrolment & Secretarial

· Handle all future and new enrolment queries

· Provide admin support to the DMT 
Resources: APRIM, Admin ESO
Section 4                         Key Names and Telephone Numbers 
Executive

Principal 




XXXXXXXXX
XXXXXX (CESA Principal Consultant)

                                                                              XXXXXX@cesa.catholic.edu.au  
APRIM                                                                   XXXXXXXXXXXXX
                                                                               XXXXXX.catholic.edu.au
Chairperson of the Board 


XXXXXXXXXXXXX 
                                                                              XXXXXXXX 

                                          Disaster Recovery Team 
Disaster Recovery Manager
                          XXXXXXXXX
                                                                              XXXXXXXXXX





             XXXXXX.catholic.edu.au 

                                                                              XXXXXX(CESA Principal Consultant)

                                                                              XXXXXXXXX
                                                                               XXXXXXXXXXX@cesa.catholic.edu.au  
  Curriculum and Timetabling                                 XXXXXXXX
                                                                               XXXXXXXX
                                                                               XXXXXX.catholic.edu.au 



Facilities & Finances Rep


XXXXXXXXX
                                                                              XXXXXXXXX                                 
                                                                              XXXXXXXX.catholic.edu.au  
Student wellbeing & Communications

XXXXXXXXXX
                                                                              .catholic.edu.au
                                                                              XXXXXXXXXXX
                                                                             XXXXXXXX .catholic.edu.au 

                                                                             XXXXXXXXXXX
                                                                              XXXXXXXXXXX.catholic.edu.au 

                  Disaster Recovery Team continued…
Technology, Data                                                    XXXXXXXXXX
                                                                                XXXXXXXXXX.catholic.edu.au 

                                                                                XXXXXXXXXX
                                                                                XXXXXXXXXx.catholic.edu.au 
WH&S
                                                                 XXXXXXXXXXX
                                                                              XXXXXXXXX.catholic.edu.au 

                                                                 XXXXXXXXXXX (CSHWSA Consultant)

                                                                              XXXXXXXXXXX
                                                                              XXXXXXXXXXXcshwsa.org.au 

Enrolments & Secretarial


XXXXXXXXXXX
                                                                              XXXXXXXXXXX.catholic.edu.au 
SECTION 5 
ACTIONS TO BE TAKEN TO RECOVER FROM A DISASTER 
From the first notification of the incident, there will be a pressing need for urgent information along the following lines: 

· What has happened and how serious is it? 
· Have there been any casualties (student, staff or third party)? 
· What facilities have been affected and is their loss a short, medium or long-term prospect? 
· What access is there to the premises and when will this be possible? 
Disaster Recovery Manager, to be the first to be informed of the disaster and will gather this information. Having obtained the information she/he will: 

· Contact the Disaster Recovery Team, if appropriate 
· Contact the emergency services, if not already actioned 
· Decide where the Team will meet, and when 
· Issue any immediate instructions to staff etc that are required, to protect staff, students, visitors, the site and the Schools assets 
The Disaster Recovery Team will then meet, discuss the disaster and decide on the actions required over the first two/three days. The actions will then be delegated to the relevant team member in line with their delegated responsibilities. 

During these first two/three days, a considerable amount of activity is likely to take place and therefore the Disaster Recovery Team will need to meet and communicate on a regular basis throughout that time. Towards the end of the second/third day, the strategy for the mid to long term should be identified and the frequency of team meetings and the form of communication going forward should be formalised. 

SECTION 6

IN CASE OF A SUDDEN DEATH IN THE SCHOOL COMMUNITY
In the case of a sudden death of a member of the School community, SLT (School Leadership team) should convene immediately together with any persons or regulatory body advice needed. 
Together this group should devise a communication strategy taking into account the following constituencies:
1. The Deceased person’s family/ friends 
2. Members of the School community closely linked to the Deceased 
3. Staff in general 
4. Students in general 
5. Board members 
6. Parents who may have had a specific connection with the Deceased 
7. Parents in general 
8. The Press, local, regional and national.
In all public statements, CESA will ensure that priority and emphasis is as others would expect. Get someone who is relatively remote – at the least, remote from the drafting process – to cast his or her eye over what is proposed. 
Counselling may be necessary.  Access through Centacare/EAP
STRATEGY 
Context

· Who had died? 

· Circumstances of death? 

· Wider consequences?

· Any unusual factors? 

Approach

· Sensitive, Supporting and Sympathetic 

· Who will Principal work with?

The Media - Radio/TV/Newspapers
· CESA TO DO ALL MEDIA REALISES.
· The need for a prepared statements

· Engage a media company if uncomfortable

Communication by Principal

· Deceased student – Communications from Chairman of the Board & Principal – Telephone / Visit / Letter

· Injured student – Communications from Chairman of the Board & Principal – Telephone / Letter/ Visits if warranted
· Update All Staff  through usual briefing channels

SECTION 7 
Appendix 1
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School IT Recovery Plan 
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Key Holders 
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Appendix 11                   Risk Assessment
Appendix 1

Key Names and Telephone Numbers 

Executive

Principal 




XXXXXXXXXXXXX





             XXXXXXXXXXXX.catholic.edu.au 
  APRIM                                                                XXXXXXXXXXXXX
                                                                               XXXXXXXXXXX.catholic.edu.au
Chairperson of the Board 


XXXXXXXXXX
                                                   Disaster Recovery Team 
Disaster Recovery Manager
                           XXXXXXXXX
                                                                               XXXXXXXXX.catholic.edu.au
                                                                              XXXXXXXX (CESA Principal Consultant)

                                                                              XXXXXXXXX
                                                                               XXXXXXXXX.catholic.edu.au  
  Curriculum and Timetabling                                 XXXXXXXXXX
                                                                               XXXXXXXXXXX.catholic.edu.au 
   Facilities & Finances Rep


XXXXXXXXXX
                                                                             XXXXXXXXXX.catholic.edu.au  
   Enrolments & Secretarial


XXXXXXXXXXX
                                                                              XXXXXXXXXXX.catholic.edu.au 

Student wellbeing & Communications

XXXXXXXXXXX
                                                                               XXXXXXXXX.catholic.edu.au
                                                                              XXXXXXXXXXX
                                                                               XXXXXXXXXX.catholic.edu.au 

                                                                              XXXXXXXXXXX
                                                                               XXXXXXXXXXXX.catholic.edu.au 
Technology, Data                                                 XXXXXXXXXXX
                                                                             XXXXXXXXXXXX.catholic.edu.au 
                                                                             XXXXXXXXXXXXX
                                                                             XXXXXXXXXXX.catholic.edu.au 
 WH&S
                                                                 XXXXXXXXXXX
                                                                              XXXXXXXXXXXX.catholic.edu.au 

                                                                              XXXXXXXXXXXX (CSHWSA Consultant)

                                                                              XXXXXXXXXXX
                                                                              XXXXXXXXXXX@cshwsa.org.au

Appendix 2
Key Suppliers Names and Telephone Numbers

 Security
AlarmNet Monitoring
10 Watervale Drive
Green Fields SA 5107
Tel: (08) 8281 2288
Fax: (08) 8250 5360
Voice Code: XXXXXXXXX
Email: controlroom@alarmnet.com.au
 

Electrical
XXXXXXXXXX Electrical
Mobile: XXXXXXXXXXX
Email: XXXXXXXXXXX.com.au
 

Plumbing
XXXXXXXXXX Plumbing
XXXXX: XXXXXXXXX
XXXXX: XXXXXXXXX
Email: XXXXXXXXX@gmail.com
 
Cleaning
We will directed by Catholic Church Insurance

(Depending on what type of service is required).
Basic cleaning –XXXXXX-XXXXXXX
 
Locksmith
XXXXXXXX Locksmiths
XXXXXX: XXXXXXXXXX
 
XXXXXX Council

General enquires XXXXXXX
Insurance

Catholic Church Insurances

Client Number   XXXXXX
Key Contact
XXXXXXXX
Telephone 
08 XXXXXXXX
Fax

08 XXXXXXXX
Mobile

XXXXXXXXXX
Email

XXXXXXXccinsurances.com.au 
Appendix 3
Media and Local Services Telephone Numbers
Advertising & Press Releases

In conjunction /correspondence with CESA 

Key Contact
               XXXXX                    (Principal)
Telephone 
               XXXXX
Mobile
                            XXXXX
Key Contact                    XXXXXX (CESA Principal Consultant)

Telephone                       XXXXXX
Mobile                             XXXXXXXXX
Newspaper Advertising
Messenger Press Editor:            XXXXXX, (08) XXXXXXX
The Advertiser, Sunday Mail and Messenger
Address:                                     31 Waymouth Street, Adelaide 5000, South Australia
                                                   GPO Box 339 
Adelaide SA 5001 
Telephone:                                     1300 130 370   

  FAX:                                             (08) 8206 3669
Key Contact
         My News
Telephone                 1300 696 397    



 Email

         tiser@theadvertiser.com.au
[image: image1.jpg]


Appendix 4


                   



XXXXXX Detailed Map XXXXXXXXX
Appendix 5

XXXXX IT Recovery Plan

Critical administration data from servers is backed up using software to the backup server XXXXX which is physically located in XXXXXX.
A two week of data is backed up in XXXXX daily. 

A shadow copy method is in place just in case of file missing. 
Appendix 6

Key Holders

# Master Key Holders

Leadership Staff

# XXXXXX            
(Principal) 
# XXXXXX     
   
(APRIM)

Teaching Staff Team Support

XXXXXX

 (Leadership/ Contact Officer)
XXXXXX
              (Leadership)
All Staff
Non Teaching Staff

# XXXXX 

 (Business Manager)
 XXXXXXXX       
 (Receptionist)
 XXXXXXXX                    (WH&S)
 XXXXXXXX

 (IT)
XXXXXXXX
              (IT)

# XXXXX           
 (ESO/Maintenance)

All ESO 
Contractors & Third parties

Police                 

Fire Brigade                  
Ambulance

XXXXXXXX                   (Electrician)
N.B. Persons without the # have general keys that open most of the school except executive areas.

Appendix 7
Utility Companies Emergency Telephone Numbers 
Electricity
SA Power Networks       131 366

ETSA Utilities
             8404 5667
AGL


131245

TXU


1300 666 214
Water

SA Water

1300 883 121

Gas

Origin Energy

              13 2463
Australian Gas Networks             1300 001 001
Mobile Phones

Telstra Shop XXXXXXX    
Address  
          XXXXXXXXXX
Telephone 
          XXXXXXXXXX      
Landlines

Telstra


                                  13 2000


Telstra Faults or Serious damage                   13 22 03.

Telstra Home Phone Customers (NBN Only) 1800 834 273.

Telstra Business customers                             13 29 99.

Council

XXXXXXXX Council
       
Telephone                                (08) XXXXXXX
Emergency After Hours:           (08) XXXXXXX
Fax:                                          (08) XXXXXXX
Email:                                      XXXXXX.sa.gov.au
Post:                                        XXXXXXXXX
Appendix 8
XXXXXXXXXXX School Utilities Shut off Points

Electrical: 

Electrical supply to XXXXX can be disconnected by ETSA in and emergency.
1. There is one Main Power boards supplying XXXXX this is situated on the XXXXX wall of the XXXXXX, closest to XXXXX Avenue.

2. Power can be isolated for the classroom building only by the switchboard in the school Library. 
Plumbing: 

There are two water mains points.

1.  Water mains tap feeding the XXXXX classroom buildings can be found at the rear XXXXX of school on XXXXX opposite Number 12, between the two large bins.
2. Mains tap to the Admin Building is between the Community Centre and the XXXXXX, under a plate in the garden bed.

                                          XXXXXX AVENUE


                                                       


XXXXXX Detailed Map of Power and Water Mains XXXXXXXX



                                                                   XXXXX AVE
Appendix 9
CRITICAL INCIDENT RESPONSE CHART 
	IMMEDIATE RESPONSE (within 24 hours)

	ACTION
	COORDINATED BY

	Identify the nature of the critical incident 


	Disaster Recovery Manager / WHS Coordinator &WHS Consultant

	Ensure the safety and welfare of all on site


	WHS Coordinator/ WHS Consultant

	Contact Emergency Services as appropriate:

Ambulance, SAPOL, MFS, gas provider, water provider, electricity provider
	Disaster Recovery Manager / WHS Coordinator/ Warden &Maintenance 

	Find the facts - Verify information; make notes
	Disaster Recovery Manager / WHS Coordinator & WHS Consultant

	Maintain site integrity -  SAPOL or SafeWork SA may be involved 
	WHS Coordinator / WHS Consultant

	Notify the critical incident management team leader – as determined in worksite specific plan


	Disaster Recovery Team

	Implement the critical incident team
	Disaster Recovery Manager

	Activate the Critical Incident/Contingency Plan. 
	Disaster Recovery Manager

	Inform employees and others in the worksite


	Staff Representatives 

	Managing media and publicity


	Disaster Recovery Manager/ CESA

	Assess the need for support and counselling for those directly and indirectly involved


	 Contact Officers / Centrecare EAP

	If required an investigation of the event to commence
	WHS Consultant / WHS Coordinator


	SECONDARY RESPONSE (48-72 HOURS)



	ACTION
	COORDINATED BY

	Return worksite to usual business activity


	Disaster Recovery Manager

	Assess the need for support and counselling for those directly and indirectly involve (ongoing)


	 Contact Officers/ Centrecare EAP

	Provide the workers onsite and wider community with actual information as appropriate


	Disaster Recovery Manager / Enrolments & Administration

	Arrange debriefing for all that were most closely involved and at risk


	Contact Officers/ Centrecare EAP

	Restore site to regular routine, service delivery, and community life as soon as practicable


	Timetabling and Staffing/ Maintenance/ Facilities and Finances 

	Completion of critical incident report 


	Disaster Recovery Team


	ONGOING FOLLOW-UP RESPONSE



	ACTION
	COORDINATED BY

	Identification of any other persons who may be affected by the critical incident and provide access to support services for community members


	Disaster Recovery Team

	Provision of accurate information to all workers onsite


	 Disaster Recovery Manager/
Enrolments and Administration 

	Maintain contact with any injured and affected parties to provide support and monitor progress


	Disaster Recovery Manager /

Staffing and Students

	Monitor workers for signs of delayed stress and the onset of post-traumatic stress disorder; providing specialized treatment as necessary


	Disaster Recovery Team and All Staff

	Evaluation of critical incident management


	Disaster Recovery Manager/ WHS Coordinator and WHS Consultant

	Manage any possible long term disturbances e.g. building closure, inquests, legal proceedings 


	Disaster Recovery Team 

	
	

	
	


Appendix 10
 Bomb Threat Chart
	BOMB THREAT

	SHEET 1
	DEVELOPED: 2/07/2017

REVIEWED:   2/07/2018

	IMMEDIATE:

· If telephone - Personnel involved follow instruction sheet located with each desk telephone

· Continue to talk with person making call

· Other person to contact Police 000

· Await instruction from SAPOL

· If mail (suspicious package) – do not handle

· Inform manager

· Contact Police 000

· Await instruction from SAPOL

· Consider evacuation

SECONDARY

· Arrange counselling (EAP) for those involved

· Arrange debrief

ONGOING

· Review Bomb Threat management at the worksite




	BOMB THREAT CHECKLIST

	Wording of the Threat  

(Try to record exact words)
	Caller’s Voice

(Tick all applicable boxes)

	Keep the Caller Talking

(Try to obtain as much information as possible)

Do not hang up to keep line open in order to trace call

Questions to Ask

1. When is the bomb going to explode?


2. Where is it right now?


3. What does it look like?


4. What kind of bomb is it?


5. What will cause it to explode?


6. Who placed the bomb?


7. Why?


8. Where are you?


9. What is your name?


Estimated age of caller


Sex of Caller
Other details

	Calm
(
Nasal
(
Angry
(
Stutter
(
Excited
(
Lisp
(
Slow
(
Raspy
(
Rapid
(
Deep
(
Soft
(
Ragged
(
Loud
(
Clearing throat
(
Laughter
(
Deep Breathing
(
Crying
(
Cracking Voice
(
Normal
(
Disguised
(
Distinct
(
Intoxicated
(
Slurred
(
Familiar
(
If the voice is familiar, who did it sound like?

Background Sounds

Street Noises 
(
Factory Machine
(
Crockery
(
Animal Noises
(
Voices
(
Clear
(
PA System
(
Static
(
Music
(
Local
(
Motor
(
Booth
(
Office Machinery
(
Children
(
Other


Threat Language

Well Spoken
(
Incoherent
(
Foul
(
Taped
(
Irrational
(
Read message
(
Accent
(

(
Number at which call received


Time
Date


Name


Position


Phone Number


REPORT CALL IMMEDIATELY TO:

Police Communications Emergency – 000

Site Responsible Person – 




Appendix 11
EMERGENCY RISK MANAGEMENT CHECKLIST

	Tick hazard that may affect your workplace
	Nature of emergency


	Hazards
	Risk rating refer to risk assessment matrix
	Preparation + Prevention
	Response
	Recovery

	1
	Bomb Threat
	Security

Terrorism
	
	· Workers inspect area for unusual, suspicious articles

· Process for obtaining details re bomb threat
	· Do not touch, tamper with suspected articles

· Call 000

· Record information 

BOMB THREAT BY TELEPHONE:

· Stay calm

· Do not hang up

· Get as much information as possible

· Notify Manager

· Decide if search of grounds is warranted

· Decide if evacuation  required

· Leave doors and windows open

BOMB THREAT BY MAIL

· Avoid handling letter or envelope unnecessarily

· Place in clear plastic bag or sleeve

· Inform Manager

· Contact SAPOL

· Consider evacuation


	· Reoccupation of worksite when emergency services give all clear

	2
	Death at the workplace or during a workplace activity
	Disruption to business

Stress

Staff Morale
	
	· Comply with CSHW SA safety procedures

· Emergency Management Systems Implemented (Critical Incident )
	· Manage immediate situation (first aid, keep others safe)

· Contact emergency services as required for the situation
· Contact  Principal and CESA Principal Consultant

· Contact persons next of kin

· Contact CSHWSA WHS Consultant and Coordinator
· Engage EAP
	· Arrange EAP for those affected

· Keep staff informed of the facts

· Return workplace to normal after given all clear from SafeWork SA or WHS Consultant
· Debrief session


	3
	Death of a staff or community member (not work related)
	Stress
	
	Not applicable
	· Engage Access Program Centre care 
· Continue support throughout
	· Arrange A.P for those affected

· Keep staff informed of the facts



	4
	Earthquake/ Collapse of building
	Falling objects

Weakened structures


	
	· Earthquake history of area

· Identify age of buildings

· Identify structural issues

· Note evacuation routes/structures 
	· Evacuate buildings

· Engage Access Program  if required
	· Only re-enter buildings when cleared by emergency services to do so

· Debrief session

	5
	Electrical
	Electrocution

Electric shock

Failure of equipment
	
	· Testing & tagging of electrical equipment annually

· RCD protection

· Testing of RCD’s

· Report electrical faults 

· Engage certified electricians

· Retain Certificates of Competence for work
	· Isolate area

· Maintain safety of all

· Switch off mains

· High voltage – isolate; contact ETSA

· DO NOT touch person if they are in contact

· 1st Aid emergency  services

· Notify SafeWork SA
	· Resume work or reuse of electrical plant equipment after approved by SafeWork SA 

· Engage contractors to carry out repair/maintenance/new electrical work.

· Access Program

	6
	Explosion
	Property damage

Injury

Death


	
	· Maintain plant & equipment

· Correct storage of hazardous substances

· Maintenance of gas facilities
	· Evacuate area

· Notify Emergency Services (000)

· Notify SafeWork SA
	· Building to be assessed for damage and repaired as necessary.

· Return to site once approval given by emergency services

· Access Programs


	7
	Fire
	Property damage

Injury

Death
	
	· Site Emergency plans

· Site Emergency procedures

· Emergency drills 

· Bush fire safety plan

· 
	· Call 000

· Evacuate area

· Contain fire (close doors)
	· Secure site

· Return to site when given approval from emergency services

· Review emergency response/debrief

· Access Program if required


	8
	Flood
	Drowning

Property Damage
	
	· Sites in ‘flood risk’ areas to prepare flood plan

· Prepare an Emergency Kit consisting of a portable radio with spare batteries, first aid kit, waterproof bags, emergency contact numbers, 
	· Keep up to date with flood warnings issued

· Evacuate the workplace. If necessary arrange for students/clients to be sent home, relocated.

· Isolate electricity if there is imminent danger and assess the risk.

· Notify SES

· If travelling, avoid flood areas. DO not drive or walk through floods.

· Refer to attached website for further information . Click on hyperlink for Business http://www.ses.sa.gov.au/site/community_safety/floodsafe/emergency_floodsafe_kit.jsp
· 
	· Reoccupation of workplace only after advice of emergency services

· Access Program if required
· Review the emergency plan.

	9
	Fumes / Chemical spill / hazardous materials
	Exposure

Skin damage


	
	· Comply with requirements for substances management

· SDS locate with chemicals
	· Isolate person/s from source

· Refer to SDS for 1st Aid

· Call 000

· Contact Poisons Information Centre 131126

· Contact WHS Consultant (CSHW SA)

· Do not disturb area

· Refer to CCSM Document 19 Management of Hazardous Substances


	· Health assessments as required

· Clean up area/spill as per SDS or energy services recommendation

· Return to area when given Ok

· EAP

	10
	Gas leak
	Explosion

Damage to the environment / plant / equipment


	
	· Preventative maintenance plans in place for gas facilities

· Emergency shut-offs tested on a regular basis.
	· If safe to do so, isolate gas and turn off electrical equipment, isolate air-conditioning

· Notify Emergency Services (fire 000)

· Activate emergency evacuation procedures

· Notify neighbouring premises
	· Reoccupation of workplace only after advice of emergency services

· Notify CSHWSA

· Notify OTR & SafeWork SA

· Review preventative maintenance plans / testing schedules

· Review emergency procedures

	11
	Infectious Diseases
	Exposure

Difficulty with source location
	
	· Standard precautions

· Follow procedure for infectious diseases.
· Communication to community as per procedure.
	· Encourage reporting of infectious diseases

· Contact communicable disease branch (SA Health) for further information  http://www.dh.sa.gov.au/pehs/communicable-diseases-index.htm 

· notify SA Health if required
	· follow professional advice re return to site for infected person/s

	12
	Large groups in public places (mass gatherings)


	Serious injuries

Fatalities
Abductions


	
	· Site emergency procedures

· Lock-in/lock-down procedures implemented
· Comprehensive risk assessment are completed for all excursions (schools:  refer to SACCS Camps, Excursions Policy)
	· Initiate sites lock-in/lock-down procedures.

· Notify emergency services

(Police, Fire,  Ambulance 000)


	· Reoccupation of workplace only after advise of emergency services

· Notify CSHWSA

· Arrange Access Program

	13
	Letter/Parcel bomb
	Explosion

Fatalities

Serious Injury

Contamination of environment
	
	· Site procedure for handling mail

· Staff trained in how to deal with suspicious letters/parcels.
	· Isolate area & do not disturb

· Notify emergency services (Police, Fire,  Ambulance 000)

· Initiate Emergency Evacuation procedures
	· Reoccupation of workplace only after advice of emergency services

	14
	Pedestrian accidents
	Fatalities

Trauma to witnesses
	
	· Appropriate traffic controls are in place (pedestrian crossings, traffic controllers for school crossings)

· Restricted speed signs displayed in car parks and driveways.

· Schools:  adequately signed drop-off / pick-up areas.
	· Emergency services notified

· First aid provided where necessary

· Contact next of kin


	· Arrange Access Program
· Review traffic controls in consultation with local council (if necessary)



	15
	Serious 

Occupational violence
	Physical Attack / Assault

Damage to property
	
	· Review access to worksite

· Adequate lighting around the workplace for after hours

· Keep ‘hidden’ spots to a minimum (e.g. cut back large shrubs)

· Review layout of rooms when meeting with difficult clients / students.
	· Contact Police where assault has occurred.
· Engage Access Program

	

	16
	Staff or students lost on excursion
	
	
	· Roll calls / attendance list reviewed on a regular basis (e.g. prior to departing sites)

· Comprehensive risk assessment are completed for all excursions (schools:  refer to SACCS Camps, Excursions Policy)
	· Person in charge to confirm student / client is lost.
· Contact Emergency Services.

· Contact Principal/ P. Consultant
· Guardian / family member notified
· Implement Critical Incident Action Plan.


	· Arrange Access Program
· Manage the media

· Review the emergency plan

	17
	Storms
	Property damage (through debris, fallen trees)

Electrocution from fallen power lines

Vehicle accidents


	
	· Regular inspection of trees and maintenance as required (ie. removing branches, trees that have been identified as a risk)

· Ongoing maintenance of roofs

· Gutters cleaned

· Site to prepare emergency kit when going on excursions away from the worksite
	· Review weather forecasts through radio or Bureau of Meteorology website

· If driving, hazard lights to be on.  Where there is severe weather, pull over.

· Worksite to implement lock-in/lock-down procedures where staff/students are outdoors.

· Isolate services where required to make area safe.
	· Arrange repairs of building where damage sustained.

· Implement procedures to resume workplace activities.

· Arrange Access Program where required.

	18
	Suicide
	Trauma to staff, students, clients
	
	· Wellbeing programs implemented at the worksite (e.g. stress management training)

· Workplace Bullying Programs implemented
	· 
	· Arrange Access Program
· Manage Media



	19
	Technology failure
	Loss of information
	
	· IT back up procedure

· Staff compliance with above
	· Locate & confirm back up data 
	· Restore IT information systems

· Restore information to appropriate systems

	20
	Worksite Closure
	Disruption to services

No access to utilities

Property damage 
	
	· Plan relocation (short-term & long-term) of students/clients/residents

· Plan close down of facility

· Draft information release prepared

· Draft media release prepared

· Plan re occupying phase
	· Relocate who & where required

· Ensure worksite is ‘closed down’ safely

· Inform customers

· Inform media if required
	· Arrange insurance/repair work as required

· Ensure worksite is safe for reoccupying

· Follow plan prepared prior to incident

· Debrief session for employees and others in the workplace



NB: Access Program is a Counselling program provided by Centrecare. Other agencies may be called in as directed by CESA
                                                XXXXX Avenue
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